To ensure that the organization is prepared to respond to security incidents that may occur in its service environment, the organization should review its Emergency Plan, focusing on the following key elements of response during such situations. In performing this review, the assessment team should focus on:

· Determining weaknesses in the existing emergency response program 

· Examining the effectiveness of mechanisms in place to address program deficiencies

After reviewing each section of the checklist, the assessment team should prepare an OVERALL RATING for that section. Three rating categories should be considered: Satisfactory, Marginal, and Unsatisfactory:

	

	Satisfactory (Green): An overall rating of Satisfactory is assigned when the emergency response program element being evaluated provides reasonable assurance that the agency is ready to respond promptly and effectively to an emergency event or condition.
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	Marginal (Yellow): An overall rating of Marginal is assigned when the emergency response program element being evaluated provides questionable assurance that employees and the public can be protected following an emergency event or condition.
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	Unsatisfactory (Red): An overall rating of Unsatisfactory is assigned when the emergency response program element being evaluated does not provide adequate assurance that employees and the public can be protected following an emergency event or condition.


	At the completion of the review, the Assessment Team should document its activities in the Summary Table below:


	 Summary Evaluation – Emergency Response Program

	Program Element Evaluated
	Rating
	Color Code

	Direction and Control
	
	

	Communications
	
	

	Warning
	
	

	Threat Level
	
	

	Emergency Public Information
	
	

	Protective Actions
	
	

	Mass Care
	
	

	Health and Medical
	
	

	Resource Management
	
	


Direction and Control

	Item to be Evaluated
	Yes
	No
	N/A
	Comments

	Is there a process in place to provide appropriate and rapid notifications to local and State authorities regarding occurrence of an act of terrorism or extreme violence at the transit agency?
	
	
	
	

	Do transit personnel and dispatchers understand what information must be provided from the scene to support effective and early response?
	
	
	
	

	Will control of the incident scene(s) be established by local first responders?
	
	
	
	

	What will be the role of transit agency personnel at the scene until local emergency responders arrive?
	
	
	
	

	Are there provisions to address the presence of secondary devices aimed at public safety responders at the scene?
	
	
	
	

	Are there provisions for implementing the Incident Command System (ICS) immediately at the scene?
	
	
	
	

	Are there provisions for establishing an Incident Command Post at or near the scene?
	
	
	
	

	Are there provisions for establishing a back-up/secondary Command Post in the event that the primary Command Post become contaminated/disabled/must be moved?
	
	
	
	

	Are there provisions to ensure that transit agency needs and considerations as well as special safety information (electrification, unique hazards or facilities – alternate fuels) are provided to the Incident Commander?
	
	
	
	

	Are there provisions to ensure that the Incident Commander or his staff can coordinate with the transit agency and identify the resources available to support response (heavy wrecking equipment, buses, personnel, communications equipment, etc.)?
	
	
	
	

	Are there provisions for transitioning from ICS into a Unified Command System (UCS) as more local responders join the effort?
	
	
	
	

	Are there provisions for ensuring that transit remains “plugged into” the UCS with the arrival of mutual-aid partners and State and Federal responders?
	
	
	
	

	Will the UCS accommodate both crisis management (FBI as lead agency) and consequence management activities (FEMA as lead agency)? 
	
	
	
	


OVERALL RATING:___________________________________________

