
How does x.509 differ from PGP?
· Formats are similar, but differences are important
· Both contain public key material, validity period, cert version number, userID
· x.509 supports one signature, usually by issuing or central signing authority
· PGP supports multiple signatures, allowing for flexibility and ease of administration in the enterprise
· x.509 implementations traditionally have had interoperability problems
· Open-PGP granted proposed standard status: RFC 2440
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