Asset Management Policy

Purpose 
This policy outlines the ‘Corporate’ asset management requirements. 
Scope 
This policy applies to any person, company, all ‘Corporate’ employees, including temporary and contractors, partners and vendors who use, access, control, rely upon, partner, utilize or work with ‘Corporate’ assets in any way.
Policy
‘Corporate’ physical and logical assets must be managed and protected. 
Standard
Information Systems management must prepare an annual inventory of production information systems detailing all existing production hardware, software, and communications links.

‘Corporate’ equipment Custodians must maintain perpetual inventory control, a record of the new location and new Custodian of all equipment issued to others, and physical security over the equipment in their possession.
All hardware and software must be procured through the Purchasing department according to company IT compatibility standards.

All ‘Corporate’ computer and communications equipment must have a unique computer-readable identifier attached to it such that physical inventories can be efficiently conducted.The following data types must be classified with the associated classification labels.

Guidelines
The following asset management and procurement procedures are in place and should be followed to be compliant with the ‘Corporate’ asset management procedures.
· Software and Hardware Standards, Certification, and Purchasing Policy
· Software and Hardware Standards, Certification, and Purchasing Policy and Procedure
Responsibilities 
It is the responsibility of the asset custodian to manage and secure it appropriately. Senior Managers and Executives of the company should offer advice to individuals in this respect.
It is the responsibility of all users to follow the provisions of this policy.
Managers are responsible for implementing and communicating this policy within his/her area of responsibility, and to review with users any lapses in security responsibility as defined within the ‘Corporate’ security policy.
Information Security is responsible for ensuring adequate controls are implemented within the ‘Corporate’ infrastructure to maintain the integrity of ‘Corporate’ assets. 
Information Security should adopt the role of Custodian in all instances where a Custodian has not been delegated specific control for an asset.
Compliance
Classified data and information leakage may have a severe impact to ‘Corporate’ business, employees, customers or partners.
Unauthorized data disclosure or information leakage may result in employee disciplinary action up to termination.
Temporary, contractor or other third parties in violation of this policy may result in contract termination and other disciplinary measures deemed appropriate.
Any lack of security responsibility deemed negligent by ‘Corporate’ may result in contract termination, employee disciplinary action up to termination. 






